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E-Discovery & ESI 

 E-Discovery is over 13 years old  

 You don’t need to be a computer expert to understand e -

discovery issues 

 “E -Discovery” is just ordinary discovery, but of Electronically 

Stored Information (“ESI”)  

 E-Discovery applies to all l itigation  

 ESI-related issues arise in the course of ordinary business  

 For years, litigants and the courts did their best to avoid E -

Discovery issues 

 Recent court decisions make it clear that E -Discovery and ESI -

related issues are not going away  
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E-Discovery History 
First e-Discovery Rules in 1999 → Enacted in  

One State 
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Federal E-Discovery Rules 

Amended on December 1, 2006 

 Made e-discovery applicable to all cases in U.S. Federal courts  
 

 Added the term “electronically stored information” to the 

definition of discoverable materials and business records  
 

 Required early ESI discussion among all parties  
 

 Set out proportionality as a factor for production  
 

 Limited ESI to reasonably accessible sources  
 

 Permitted parties to specify the form of ESI production  
 

 Created a “safe harbor”  
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E-Discovery History  
 February 2012 → Enacted in 36 & Proposed in 7  



 

Rule 16(b)(3)(B)(iii) was amended to permit the scheduling 

order to address plans for disclosure or discovery of 

electronically stored information.  

 

Rule 16.  Pretrial  Conferences; Scheduling; Management  

(b) Scheduling.  

   (3) Contents of the Order.  

      (B) Permitted Contents.  The scheduling order may:  

         ( i i i )  provide for disclosure or discovery of electronical ly stored 

information 

 

Federal Rules of Civil Procedure 
Amendments (2006) 



 

Rule 26(a)(1)(A)(ii) added "electronically stored information" as 

its own category.  
 

 

Rule 26.  Duty to Disclose; General Provisions Governing Discovery  

(a) Required Disclosures.  

   (1) Init ial  Disclosure.  

      (A) In General .  Except as exempted by Rule 26(a)(1)(B) or as otherwise 

stipulated or ordered by the court,  a par ty must,  without await ing a discovery 

request,  provide to the other par ties:  

         ( i i )  a copy - -or a description by category and location - -of al l  documents, 

electrical ly stored information , and tangible things that the disclosing par ty 

has in i ts possession, custody, or control  and may use to support i ts claims or 

defenses, unless the use would be solely for impeachment  

Federal Rules of Civil Procedure 
Amendments (2006) 



 

Rule 26(b)(2)(B)(ii) added "electronically stored information" as its 
own category, set up two-tier discovery for accessible and 
inaccessible data, and addressed cost shif ting on inaccessible 
data.   

 
Rule 26.   Duty to  Disclose;  General  Prov is ions Governing Discovery  
(b)  Discovery Scope and Limits.  

   (2)  L imitat ions on Frequency and Extent .  

      (B)  Speci f ic  L imitat ions on Electronical ly  Stored Information .  A par ty  need not  
provide discovery of  e lectronical ly  stored information from sources that  the par ty  
ident i f ies as  not  reasonably accessible because of  undue burden or  cost .  On 
motion to compel discovery or  for  a  protect ive order,  the par ty  f rom whom 
discovery is  sought must  show that  the information is  not  reasonably accessible 
because of  undue burden or  cost .  I f  that  showing is  made,  the cour t  may 
nonetheless order discovery f rom such sources i f  the request ing par ty  shows good 
cause,  considering the l imitat ions of  Rule  26(b) (2)(C) .  The cour t  may speci fy  
condi t ions for  the discovery.  

 

Federal Rules of Civil Procedure 
Amendments (2006) 



Federal Rules of Civil Procedure 
Amendments (2006) 

 

Rule 26(f)(3)(C) requires parties must meet and confer at least 

21 days before holding the scheduling conference to create a 

discovery plan and  was amended to include raising issues as to 

the form of production for electronic discovery.  

 

 

Rule 26.  Duty to Disclose; General Provisions Governing Discovery  

 (f )  Conference of the Parties;  Planning for Discovery.  

    (3) Discovery Plan. A discovery plan must state the par ties' views and 

proposals on:  

       (C) any issues about disclosure or discovery of electronical ly stored 

information, including the form or forms in which it  should be produced  



Federal Rules of Civil Procedure 
Amendments (2006) 

 

Rule 33(d) was amended to include ESI as part of the business 
records related to interrogatories.  

 

 
Rule 33.  Interrogatories to Parties  

(d) Option to Produce Business Records. If  the answer to an interrogatory may 
be determined by examining, audit ing, compil ing, abstracting, or summarizing 
a par ty's business records ( including electronical ly stored information ) ,  and if  
the burden of deriving or ascer taining the answer wil l  be substantial ly the 
same for either par ty,  the responding par ty may answer by:  
   (1) specifying the records that must be reviewed, in suf ficient detai l  to 
enable the interrogating par ty to locate and identify them as readily as the 
responding par ty could; and  
   (2) giving the interrogating par ty a reasonable opportunity to examine and 
audit  the records and to make copies, compilations, abstracts,  or summaries.  
 
 

 

 



Federal Rules of Civil Procedure 
Amendments (2006) 

 
Rule 34(b) allows the party requesting electronically stored 
information to specify the form to be used in production. This can 
range from native fi le formats to proprietary.   
 
 
 
 

Rule 34. Producing Documents, Electronical ly Stored Information, and 
Tangible Things, or Entering onto Land, for Inspection and Other Purposes  
(a) In General .  A par ty may serve on any other par ty a request within the 
scope of Rule 26(b):  
   (1) to produce and permit the requesting par ty or i ts representative to 
inspect,  copy, test,  or sample the fol lowing items in the responding par ty's 
possession, custody, or control :  
      (A) any designated documents or electronical ly stored information - -
including writ ings, drawings, graphs, char ts,  photographs, sound recordings, 
images, and other data or data compilations - -stored in any medium from 
which information can be obtained either directly or,  i f  necessary,  af ter 
translation by the responding par ty into a reasonably usable form;  
(b) Procedure.  
   (1) Contents of the Request.  The request:  
       (C) may specify the form or forms in which electronical ly stored 
information is to be produced.  
 
 



Federal Rules of Civil Procedure 
Amendments (2006) 

 

Rule 37(e) was amended to provide "safe harbor" when 

electronic evidence is lost and unrecoverable as a matter of 

regular business processes.  

 

 

Rule 37.  Fai lure to Make Disclosures or to Cooperate in Discovery;  Sanctions  

(e) Fai lure to Provide Electronical ly Stored Information . Absent exceptional 

circumstances, a cour t may not impose sanctions under these rules on a 

par ty for fai l ing to provide electronical ly stored information lost as a result  of 

the routine, good-faith operation of an electronic information system.  

 



Federal Rules of Civil Procedure 
Amendments (2006) 

 

Rule 45(a)(1)(A)(iii) was expanded to permit subpoenas to 

include ESI.  

 

 

Rule 45.   Subpoena  

(a)  In General .  

   (1)  Form and Contents.  

      (A)  Requirements - - In General .  Every subpoena must:  

         ( i i i )  command each person to whom it  is  directed to do the fol lowing 

at  a specif ied t ime and place:  attend and test ify ;  produce designated 

documents,  e lectronically  stored information , or  tangible things in that 

person's possession,  custody,  or  control ;  or  permit  the inspect ion of  

premises 

 

 



CASE ANALYSIS 

 

 Proportionality  
 

 Predictive Coding 
 

 Cost-Sharing 
 

 Litigation Holds & Triggers 
 

 Format of Production 
 

 Spoliation & Sanctions 
 

 Inadvertent Disclosure 



Case Analysis 

Pippins v. KPMG LLP 
2011 WL 4701849 (S.D.N.Y.  Oct .  7,  2011)  
 

KPMG sought an order c lar i fying i ts  obl igation to preserve computer  hard dr ives 
for  accountants prev iously employed in  i ts  audi t  depar tment.  KPMG wanted 
random sampling of  a  re lat ively  small  number of  hard dr ives instead of  preserving 
thousands of  hard dr ives,  arguing that  the burden was dispropor t ionate to the 
potent ial  benefi t .   

The pla int i f fs  were amenable to a  random sample,  but  could not  agree about the 
method.   

The cour t  stated that  the propor t ional ity  test  “may prove too amorphous to 
prov ide much comfor t  to  a  par ty  deciding what f i les i t  may delete  or  backup tapes 
i t  may recycle” and ordered KPMG to cont inue preserving the hard dr ives,  despi te 
the extraordinary cost  and the pla int i f fs ’  apparent  wi l l ingness to conduct  a  
random sample.  The cour t  held “prudence favors reta in ing a l l  re levant  mater ials .”   

 

Lesson Learned :  With regard to  preservat ion,  a  propor t ional i ty  analys is  favors  
discoverable in formation over the extraordinary cost  of  ESI .  To  minimize ESI  
costs ,  make ef for ts  to  work with  counsel to  reach an agreement on  preservat ion.  



Case Analysis 

Thermal Design, Inc. v. Guardian Bldg. Prods, Inc.  
2011 WL 1527025 (E.D. Wis.  Apr.  20, 2011)  
 

 

Plaintif f  moved to compel a search of Defendant’s archived email  accounts 

and shared networks af ter Defendant produced more than 1 .46 mil l ion pages 

of ESI at a cost of approximately $600,000. Defendants estimated the cost at 

an addit ional $1.9 mil l ion plus $600,000 for review.  

The court held that the cost made the requested ESI “not reasonably 

accessible” and that Plaintif f  did not show the addit ional ESI was “justified in 

the circumstances of the case.”  

The court rejected argument that there was no undue burden or cost 

because Defendants were large companies with extensive resources.  
 

Lesson Learned :  Propor t ionality  test  wil l  be applied to product ion of  ESI.   

Where production of  ESI is  not just if ied and costs are extraordinary,  

propor t ionality  test  wil l  favor par ty opposing the product ion.  



Case Analysis 

Da Silva Moore v. Publicis Groupe  
2012 WL 607412 (S.D.N.Y.  Feb.  24,  2012)  
 

Defendants proposed use of  predict ive coding to cul l  more than three mi l l ion 
e lectronical ly  stored documents.  Pla inti f f  in i t ial ly  agreed,  then expressed 
concerns about methodology.  

The cour t  held that  predict ive coding was appropriate  for  th is  matter  because:  
The par t ies  in it ial ly  agreed.  The amount of  ESI  case just i f ied computer -assisted 
rev iew.  Computer -assisted rev iew found superior  to  the avai lable  a l ternat ives and 
promoted Rule  26’s  propor t ional i ty  object ives.  Transparent  process proposed by 
defendant suppor ted the use of  th is  technology.  Since the ESI  protocol  contained 
standards for  measuring re l iabi l i ty  of  the process and bui l t  in  levels of  
par t ic ipat ion by Pla int i f fs ,  there  was insuf f ic ient  ev idence to conclude that  
predict ive coding sof tware would deny Pla int i f fs  access to l iberal  d iscovery.    
 

Lesson Learned :  The use of  predict ive coding  h ighl ights  cost -savings potent ial  
compared with  the inef f ic iency of  t radit ional  key -word searches and manual  
rev iews.  Computer -assisted rev iew is  not  appropriate for  a l l  cases,  but  should be  
considered as  one possible method for  la rge -scale ESI  document rev iews.   



Case Analysis 

Clean Harbors Environmental Services, Inc. v. ESIS, Inc.   
2011 WL 1897213 (N.D. I l l .  May 17,  2011)  
 

Issue of  cost -sharing was ra ised when inaccessible data ( f rom back up dr ives)  
was sought .    

Magistrate held cost -sharing except ion avai lable when inaccessible  data is  
sought ;  re ly ing heavi ly on the propor t ional i ty  and cost  control  factors ( f inancial  
burden,  propor t ion to value of  case,  resources to bear cost  of  product ion) .   

Cost -shif t ing factors  include:  The l ikel ihood of  discovering cr i t ica l  information.  
The avai labi l i ty  of  information from other sources.  The amount in  controversy as  
compared to the total  cost  of  product ion.  The par t ies ’  resources as compared to 
the tota l  cost  of  product ion.  The re lat ive abi l i ty of  each par ty  to  control  costs and 
i ts  incent ive to do so.  The impor tance of  the issues at  stake in  the l i t igat ion.   The 
impor tance of  the requested discovery in  resolv ing the issues at  stake in  the 
l i t igation.   The re lat ive benefi ts  to  the par t ies  of  obtain ing the information.   
 

Lesson Learned :  Cost -shif t ing except ion available for  inaccessible data based on  
propor t ional i ty test .   Chances of  cost -shif t ing increase where a l l  par t ies  are  
involved with  vendor  se lect ion,  development of  search terms, and pre -search 
d iscussion of  cost -sharing.  



Case Analysis 

 

U.S. Bank N.A. v. GreenPoint Mtge. Funding, Inc.  
2012 N.Y. Sl ip Op. 01515 (N.Y. App. Div.  Feb. 28, 2012)  
 

 

Plaintif f  appealed decision requiring it  to bear the costs incurred with the 

production of discovery it  requested, which was at odds with Zubulake  

(producing par ty bears cost) .  

The Court fol lowed the cost -shif t ing analysis in Zubulake and held that when 

party’s bear their own costs of discovery,  i t  favors resolution on the merits of 

a claim. 

 

Lesson Learned :   In New York ,  the par t ies wil l  bear their  own cost  of  search 

and product ion of  discovery including ESI.   Zubulake ’s  standards for  

preservat ion and spoliat ion,  as well  as its cost -shif t ing analysis,  has been 

widely fol lowed.  



Case Analysis 

Micron Tech., Inc. v. Rambus Inc.,  645 F.3d 1311 (Fed.  Ci r.  2011)  

Hynix Semiconductor Inc. v. Rambus Inc.,  645 F.3d 1336 (Fed Ci r.  2011)   
 

Rambus al legedly destroyed documents and ev idence,  destroyed backups tapes,  
and erased emails ,  whi le s imultaneously formulat ing i ts  l i t igat ion strategy.   

In  Micron ,  the Distr ict  of  Delaware sanct ioned Rambus for  spol iat ion of  
documents s ince l i t igat ion was foreseeable when Rambus’s v ice  president  
presented a t imel ine and l i t igat ion strategy to the company.   

In  Hynix ,  the Nor thern Distr ict  of  Cal i fornia ruled in  favor  of  Rambus holding that  
i t  d id not  act ively  contemplate  l i t igat ion before  negot iation fa i led;  that  i ts  
document -retention pol icy  was a permissible business decision;  and destruct ion 
of documents did not  consti tute  spol iat ion.  

The Federal  Ci rcui t  Cour t  of  Appeals held that  the duty to  preserve ar ises when 
“ l i t igat ion is  pending or  imminent ,  or  when there is  a  reasonable bel ief  that  
l i t igation is  foreseeable.”   
 

Lesson Learned :  Cour ts  may d isagree about when the duty to  preserve  is  
t r iggered. Therefore,  companies should take an object ive and conservat ive v iew 

of  their  preservat ion obl igat ions.   



Case Analysis 

Steuben Foods, Inc. v. Country Gourmet Foods, LLC  
2011 WL 1549450 (W.D.N.Y.  Apr.  21 ,  2011)  
 

Defendant moved for  spol iat ion sanct ions when Pla int i f f  fa i led to inst i tute  a  
wri t ten l i t igat ion hold di rect ing employees not  to  destroy ESI .  P la int i f f  argued 
that  a  l i t igat ion hold was implemented oral ly  through conversat ions with  senior  
management of f icers.   

Dist inguished the holding in  Pension Committee of  the Universi ty of  Montreal  
Pension Plan ,  which found that  the absence of  a  wri t ten l i t igat ion hold suppor ted 
the conclusion that  pla int i f fs  had been grossly  negl igent  in  thei r  ef for ts  to  
preserve ESI .   

The cour t  decl ined to hold that  implementat ion of  a  wri t ten l i t igat ion hold not ice 
is  required to avoid an inference that  re levant  ev idence has been presumptively 
destroyed by the fa i l ing par ty.   In  small  companies,  a  wri t ten l i t igat ion hold may 
be unnecessary or  counterproduct ive.  Since requested documents were prov ided,  
the issue was moot.  

 

Lesson Learned :  Best  pract ice to  issue a  wr i t ten  l i t igat ion-hold letter  as  soon as  
l i t igat ion appears  reasonably foreseeable .  Not  issuing a  wr i t ten hold requires a  
conscious decis ion based on  considerat ions of  your business operat ion.   



Case Analysis 

National Day Laborer Organizing Network v. U.S. 
Immigration and Customs Enforcement Agency  
(10 Civ.  3488)(SAS),  2011 WL 381625 (S.D.N.Y. Feb. 7, 2011)   
 

Dispute involving Freedom of Information Act (FOIA) request,  where response 
required production of mil l ions of pages. Par ties reached an agreement about 
production. Plaintif fs sent a proposed formatting protocol ,  which included a 
demand for load fi les and metadata fields.  Government’s response consisted 
of five PDF fi les total ing less than 3,000 pages, an unusable format.  

Court held under Rule 34 “cer tain metadata is an integral  or intrinsic par t of 
an electronic record” and that “such metadata is ‘readily reproducible’  in the 
FOIA context .”  Production of a col lection of static images without any means 
of permitt ing the use of electronic search tools is an inappropriate 
downgrading of ESI.  
 

Lesson Learned :  Format of  product ion must be considered.   Metadata is now 
“considered to be an intr insic par t  of  the cl ient ’s record,  which attorneys are 
expected to understand and produce.”   

 

 



Case Analysis 

 

Abu Dhabi Commercial Bank v. Morgan Stanley & Co.  
2011 WL 3738979 (S.D.N.Y. Aug. 18, 2011)  
 

 

Addressed the issue of whether par ties should produce attachments 

separately or together with parent emails.  

The Court found that the prevail ing practice is to produce parent emails 

together with attachments, i f  any one document in the “family” is relevant.   

 

Lesson Learned :  Applying Abu Dhabi  to other situations creates a signif icant 

r isk of  overproduct ion.  Reduce this r isk by addressing form of product ion  

issues during the init ial  conference and agreeing to review and produce 

responsive emails and attachments separately.  Early  and meaningful 

cooperat ion among counsel is  essential  to l imit ing the expense of  ESI and 

avoiding wasteful  overproduction.  

 



Case Analysis 

 

Daynight, LLC v. Mobilight, Inc.   
248 P.3d 1010 (Ut.  App. Jan. 27, 2011)  
 

 

Rather than creating a forensic image of a company laptop, KK Machinery 

destroyed the machine, and commented in a company -produced video about 

their destruction of potential ly harmful evidence that might l ink them to any 

sor t of lawsuit .  

The court af firmed sanctions against KK Machinery,  finding the conduct 

unquestionably demonstrated bad faith and a general disregard for the 

judicial  process.  

  

Lesson Learned :  Given the disregard for  preservat ion obligat ions,  i t  is  

surprising that the Cour t  did not impose harsher sanctions.   



Case Analysis 

Green v. Blitz U.S.A., Inc.  
2011 WL 806011 (E.D.  Tx .  Mar.  1 ,  2011)  
 

The key issue in  discovery was Bl i tz ’s  fa i lure  to preserve and produce documents 

re lat ing to a  “ f lame arrester”  in  th is  products  l iabi l i ty  act ion.     

A jury  returned a verdict  for  Bl i tz  and the case was c losed in  2008.  Same 

plaint i f f ’s  attorney pursued other cases against  Bl i tz ,  and learned of  the 

existence of  documents concerning f lame arresters that  were not  produced in  the 

prior  case.  Pla int i f f ’s  counsel  then sought to  recover sanct ions in  the pr ior  case 

for  the fa i lure to produce these documents.   

The cour t  ordered Bl i tz  to  f i le  the cour t ’s  sanct ions opinion against  i t  in  every 

case in  which the company is  or  wi l l  become a par ty  for  the next  f ive  years .  Judge 

Ward a lso issued a $250,000 monetary sanct ion for  c iv i l  contempt.   
 

Lesson Learned :  By  compell ing B l i tz  to  pay $250,000 and f i le  the decis ion 

sanct ioning the company in  every case in  which B l i tz  appears  over  the next  f ive 

years ,  the cour t  designed a  severe sanct ion  that  h ighl ights  the cour t ’s  

expectat ion that  the company wi l l  take i ts  e -discovery responsibi l i t ies  ser iously  

and  d ischarge them competent ly.    



Case Analysis 

United Central Bank v. Kanan Fashions, Inc.  
2011 WL 4396912 (N.D. I l .  Mar.  31 2011)  
 

The suspicious c i rcumstances of  a  computer  server ’s  abrupt  sale dur ing 
l i t igation resul ted in  sanctions for  the defendant,  but  not  i ts  attorneys,  in  th is 
commercial  case.  

The cour t  found that  Defendants knowingly  abandoned the server  at  the 
warehouse and repeatedly  ignored thei r  attorneys’  instruct ions to regain custody 
and control  of  the warehouse server.  There was strong c i rcumstantial  ev idence 
that  Defendants actual ly  orchestrated the disappearance of  the warehouse server  
and then went to  great  ef for ts  to  cover thei r  t racks.  

The sanct ions included:  fees and costs  associated with  the defendants’  motion 
for  sanct ions,  defendants precluded from introducing ev idence re lated to data on 
the server,  an adverse inference instruct ion.  The cour t  agreed that  defendant ’s  
counsel  could have and should have done more to ensure preservat ion of  the 
server.   
 

Lesson Learned :   To  avoid sanct ions ,  i t  may not  be  enough to  remind a  c l ient  of  
the duty to  preserve and, re l iance on  a  c l ient ’s  assurances may be  un just i f ied.   
 

  



Case Analysis 

Thorncreek Apartments III, LLC v. Village of Park 
Forest 
2011 WL 3489828 (N.D. I l l .  Aug. 9, 2011)  
 

 

Defendant’s attorneys reviewed and produced about 250,000 pages of 
documents, of which 159 were privi leged and inadver tently disclosed. The 
par ties agreed to the status of al l ,  but six of the privi leged documents.  

The court agreed that documents were privi leged and disclosure was 
inadvertent,  but there no evidence of reasonable precautions and defendants 
took nine months to rectify the error.  

The court permit plaintif f ’s to have continued access to the challenged 
documents to teach Defendants a lesson.  

 
Lesson Learned :  Take care to prevent disclosure of  pr iv i leged documents.   In 
the event of  inadver tent disclosure ,  act  swif t ly  to remedy the error.   

  



Case Analysis 

J-M Manufacturing Co. v. McDermott Will & Emery  
No.  BC462832 (Cal .  Super.  Ct .  f i led Jun.  2,  2011)   
 

Defendant h i red e -  d iscovery vendors to cul l  the data for  responsive documents 
and then produced 3,900 pr iv i leged emails  a l legedly  wi thout  rev iewing for  
pr iv i lege.  Defendants then f i l tered the responsive documents through a second 
key -word l ist  to  ident i fy  pr iv i leged mater ial .  Contract  attorneys rev iewed,  
ident i f ied and categorized potent ial ly  pr iv i leged documents.  Defendants a l legedly  
only  spot -checked on a l imited basis.   

The case is  st i l l  pending with  no repor ted decisions.  Ef for ts  were made to 
remove the act ion to Federal  Cour t ,  but  the par t ies  subsequently st ipulated to 
remand the act ion to State  Cour t .  
 

Lesson Learned :  Inadver tent  d isclosure  in  ESI  may leave at torneys exposed to  
legal  malpract ice  c la ims.  Th is act ion emphasizes the s ignif icance of  t ra in ing and 
supervis ing contract  a t torneys to  control  the quali ty  of  the ESI  product ion.  I t  
o f fers  a  warning to  a l l  law f i rms conduct ing e lectronic d iscovery rev iews to  
careful ly  screen and educate contract  a t torneys,  develop c lear  rev iew procedures,  
and conduct  careful  qual i ty  assurance and pr iv i lege rev iews.   



TIPS FOR E-DISCOVERY  

AND ESI SUCCESS 

 Know the nature and scope of  your ESI.    

 Have a sound records -management pol icy  
 Know your document retention policy  

 If deviating from document retention policy, maintain records basis for conscious, 
justifiable business decisions.  

 Know your network architecture,  including legacy systems.   

 Know when your obl igat ion to issue a l i t igation hold is  t r iggered,  and fol low 
through.  
 Claim Letter or Lawsuit  

 Filing of an Administrative charge 

 Personal Injury to employee or third -party (report generated) 

 Preparation for litigation or retention of counsel  

 Catastrophic Incident 

 Unresolved business dispute 

 Have a good policy related to issuing writ ten hold letters  
 Who are the players?  

 Is your written hold letter sufficiently tailored to the facts?  

 Are holds being monitored and enforced? 

 Always respond to preservat ion letters  



 

 

QUESTIONS? 


