Fighting Fraud in the Travel Industry
In 8 Minutes or Less!

~ "

V= —1 |
\O X ‘ \\ s .'. {

2015 GLOBAL CONGRESS




Presenter

Brad Bonnell, VP, Loss Prevention
Extended Stay America Hotels
470-258-0098
bbonnell@extendedstay.com

Brad Bonnell, the VP of Loss Prevention at Extended
Stay America, is responsible for protecting the
reputation of the brand from all security related
threats such as, organized criminal activity and fraud.

Previously, he spent 20 years with InterContinental
Hotels Group (IHG) as the Global Director of Security.
His responsibilities included counter terrorism,
executive protection, and crisis management.

N\ Brad’s law enforcement career includes serving as
g Chief of Staff for the Georgia State Patrol and Special ,
Agent for the Georgia Bureau of Investigation. >
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Apathy: The Ubiquitous Threat

When confronted with evidence that
fraud may be occurring, it is not unusual
for managers to either simply refuse to
believe that such a thing could occur in
their organization or they simply accept
the loss as nothing more than, “The cost
of doing business”.
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— The Cost

Extensive and credible research conducted oY,
The Assouatmn of Certified Fraud Examiners
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Vulnerability

The travel industry is particularly vulnerable to
fraud as a result of the enormous amount c of
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~ Controlling The Cost

It begins with understanding what motivates
fraud:
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Creating Risk

Understandingwhat motivates fraud enables us to
prevent fraud by creating risk for those who might be
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tempted to commit fraud. .
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A “Zero Tolerance” oolicy that:
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Defines fraud.
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' Prevention

Policies, procedures and techniques that function to
prevent fraud from occurring create the risk of detecting
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Detection

Detection involves activities and programs designed to
identify fraud or misconduct that is occurring or has occurred.

Detectlon technlques are establlshed to uncover fraud when
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Investigation

A coherent fraud control program requires a system
for prompt, competent and confidential
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In essence, measuring your loss to fraud in order
to advise on your investmept in a counter fraud
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We Have Met The Enemy
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